**附件：**

# 江西开放大学VPN安全网关系统采购项目

# 采购需求

（一）项目概况

通过VPN安全网关系统建设，补齐学校在加密数据传输过程中的部署要求，构建学校的加密安全基本能力，完善基本安全建设要求，从远程办公、远程运维、技术合规角度完善建设目标。

远程办公，学校师生在出差、移动办公等应用场景，VPN安全网关系统提供SSL VPN解决方案，满足师生通过笔记本电脑、移动智能终端远程安全接入需求，同时提供SDK解决方案，可封装到师生已有的业务APP中，在构建安全传输隧道的基础上，保障师生接入体验。

（二）采购项目预算和基本参数要求

预 算： 人民币27万元

|  |  |  |  |
| --- | --- | --- | --- |
| **序号** | **设备名称** | **功能配置要求** | **数量** |
| 1 | VPN系统 | 1. 标准机架式设备,≥6个千兆电口、1个网口、1个USB口，内存≥16G，硬盘≥1T,有扩展槽位。IPSEC吞吐率≥1Gbps IPSEC VPN隧道数≥10000，SSL吞吐率≥600Mbps,SSL并发用户数≥4000，包含≥500个VPN的客户端许可。

同时支持IPSECVPN和SSLVPN功能。3、符合国家商用密码算法要求。4、支持管理员分级分权管理，根据不同管理可以管理不同的功能模块。5、支持多系统引导。6、为保证安全厂商的技术研发和软件开发、管理能力等具备稳定性、可靠性且具备安全服务的能力。产品安全厂商需具备信息安全服务资质相关证书。7、含至少3年原厂硬件维保。 | 1台 |